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Instructions for Submission

The merchant must complete this Attestation of Compliance as a declaration of the merchant's compliance status
with the Payment Card Industry Data Security Standard (PC! DSS) Requirements and Security Assessment
Procedures. Complete all applicable sections and refer to the submission instructions at “PCl DSS Compliance -
Completion Steps” in this document.

Part 1. Qualified Security Assessor Company Information (if applicable)

Company Name:  Leave Blank B

Lead QSA Contact  Leave Blank \ Title: Lve Blank

Neme: S S

Telephone: ' Leave Blank ' E-mall: | Leave Blank

Business Address: Leave Blank I City: : Leave Blank

StatefProﬁiﬁce: ; Leéwa Blank . Country: Leave Blank ZIP: | Leave Blank

URL: . Leave Blank

Part 2. Merchant Organization Information

Company Name: <county name here> DBA(S): * <merchant number here>

Cdntact Name: <counly cbntéct pers.on.> ” ; -Tille: <cantacl person's title>.

Telephone: <dontacl person's phone> -_ E-mai.[: | <oonia§t pérson's email> B
Bu.'.sines;Ar;ldréss.: i <county ﬁddreééQ - City: | <6ouhﬁ l@ﬁon> | |
State/Province: Texas Country: USA | ZIP: <county zip>
URL: | | |

Part 2a. Type of merchant business (check all that apply):
[] Retailer [ Telecommunication  [] Grocery and Supermarkets
[ Petroleum  [X] E-Commerce [ Mail/Telephone-Order [ Others (please spedfy):

List facilities and Idcallbns included in PCI DSS review: < List all offices that handle Internet Renewals or
Chargebacks>

Part 2b. Relationships _
Does your company have a relationship with one or more third-party service providers (for example, gateways, web-
hosting companies, airline booking agents, loyalty program agents, etc)? X Yes [ No
Does your company have a relationship with more than one acquirer? Yes X No
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Part 2c. Eligibility to Complete SAQ A

Merchant certifies eligibility to complete this shortened verswn of the Self- Assessment Questionnaire because:

= . Merchant does not store, process, or transmit any cardholder data on merchant premises but relies
entirely on thlrd party sennce prowder(s) to handle these functlons

The third- party service prowder(s) handllng storage processing, and/or transmlssmn of cardholder data
is cont‘rmed to be PCI DSS compllant

&
= Merchant does not store any cardholder data in electronle format and
X

- If Merchant does store cardholder data, such data is only in paper reports or cop|es of receipts and is not
- received electronically.

Part 3. PCl DSS Validation

Based on the results noted in the SAQ A dated (completion date), (Merchant Company Name) asserts the following
compliance status (check one)

I Compliant: All sections of the PCI SAQ are c:omplete and all questlons answered "yes,” resulting in an overall
COMPLIANT ratmg thereby (Merchant Company Name) has demonstrated full oompllanoe with the PCI DSS.

[ Non-Compliant: Not all sections of the PCI SAQ are complete, or some questions are answered “no,”
resulting in an overall NON-COMPLIANT rating, thereby (Merchant Company Name) has not demonstrated full
compliance with the PCI DSS.

Target Date for Compliance:

An entity submitting this form with a status of Non-Compliant may be required to complete the Action Plan in
Part 4 of this document. Check with your acquirer or the payment brand(s) before completing Part 4, since not
all payment brands require this section.

Part 3a. Confirmation of Compliant Status
Merchant confirms:

= PCI DSS Self Assessment Questlonnatre A, Versnon (SAQ versior #) was completed accordmg to the
instructions therein.

= All tnformatton W|th|n the above referenced SAQ and in this attestatlon fatrly represents the results of rny
assessment.

B | have read the PCl DSS and I recogn:ze that I must malntam fuII PCl DSS compliance at aII hmes

Part 3b. Merchant Acknowledgement

%/%é\ e BT S H R BAE

Signature of Merchant Executive Officer 1 cDate ™ soye Cﬁ Jeud,
VDar A 6A7TT _ tite of person signing this docurment>

Merchant Executive Officer Name fl\ L Tifle T sy

<county name> L /) g 4 jor /.

Merchant Company Represented 1
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Part 4. Action Plan for Non-Compliant Status

Please select the appropriate “Compliance Status” for each requirement. If you answer “NO" to any of the
requirements, you are required to provide the date Company will be compliant with the requirement and a brief
description of the actions being taken to meet the requirement. Check with your acquirer or the payment brand(s)
before completing Part 4, since not all payment brands require this section.

Compliance Status

(Select One) 5
PCI DSS e e ol Remediation Date and Actions
Requirement Description of Requirement | YES | NO | (if Compliance Status is “NO")
9 Restrict physical access to X O
' cardholder data
12 Maintain a policy that X |

. addresses information security

< B85 e VISA

Worldwide
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