


4.   | naccordance with 45CFR 164. 5O3Ae\( 1)( ii\ and 164. 308( b)( 2), ensure that any

subcontractors that create, receimaintain, or transmit PHI on behalf of Business

Associate agree to the same restrictions, conditions, and requirements that apply to
Business Associate with respect to such information;

5.   Make PHI in a designated record set available to Covered Entity and to an individual

who has a right of access in a manner that satisfies Covered Entity' s obligations to
provide access to PHI in accordance with 45 CFR § 164. 524 within 30 days of a

request;

O.   Make any amendment( s) to PHI in a designated record set as directed by Covered

Entity, or take other measures necessary to satisfy Covered Entity' s obligations
under 45CFR § 164. 5ZO;

7.   Maintain and make available information required to provide an accounting of

disclosures to Covered Entity or an individual who has a right to an accounting
within 60 days and as necessary to satisfy Covered Entity' s obligations under 45 CFR

164. 528;

8.  To the extent that Business Associate is to carry out any of Covered Entity' s

obligations under the HIPAA Privacy Rule, Business Associate shall comply with the

requirements of the Privacy Rule that apply to Covered Entity when it carries out
that obligation;

9.   Make its internal practices, books, and records relating to the use and disclosure of PHI

received from, or created or received by Business Associate on behalf of Covered
Entity, available to the Secretary of the Department of Health and Human Services for
purposes of determining Business Associate' s compliance with HIPAA and the HITECH
Act;

10. Restrict the use or disclosure of PHI if Covered Entity notifies Business Associate of

any restriction on the use or disclosure of PHI that Covered Entity has agreed to or is
required to abide by under 45 CFR § 164. 522; and

11. If Covered Entity is subject to the Red Flags Rule ( found at 16 CFR § 681. 1 et seq.),
Business Associate agrees to assist Covered Entity in complying with its Red Flags
Rule obligations by: ( a) implementing policies and procedures to detect relevant Red
Flags ( as defined under 16 C. F. R. § 681. 2); ( b) taking all steps necessary to comply

with the policies and procedures of Covered Entity' s Identity Theft Prevention
Program; ( c) ensuring that any agent or third party who performs services on its
behalf in connection with covered accounts of Covered Entity agrees to implement
reasonable policies and procedures designed to detect, prevent, and mitigate the

risk of identity theft; and ( d) alerting Covered Entity of any Red Flag incident ( as
defined by the Red Flag Rules) of which it becomes aware, the steps it has taken to






